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New Features and Improvements 
• Support for Scheduled and Real-Time Classification Scanner to scan content in Yammer using 

event receiver or SharePoint Yammer Web part. 
• New Value Not Specified condition added in action policy, which enables users to perform 

actions on SharePoint documents or items that have blank column values. 
• New option to edit properties of a quarantined file in SharePoint 2010 Quarantine Manager. 

After a quarantined file is restored through Quarantine Manager (Restore Type is In place 
restore), the file will be automatically scanned based on the Real-Time Classification Scanner 
rule, regardless of whether the file or the file properties have been changed. 

• Added the Context check that is used to discover SharePoint site/list/item, file, AD and Yammer 
properties that match the test conditions. 

• Added Dynamic as the type in the test suite for classification and tagging, enabling users to 
specify a macro expression to search the corresponding value that will be used as the tag value. 

• Added functionality to enable comments or attachments on items in Incident Manager. 
• New option supports exporting Action Reports and Social Reports to Event Viewer. 
• Added Fingerprinting type check that allows users to use the content stored in documents or 

files as the search condition to find other documents or files that have the same or similar 
information. 

• Support for database scanning through Compliance Scanner for Database. 
• New user notifications enable content creators or editors to be targeted directly in alerts. 
• New Allowed Locations support configuring file moves between sites in the same farm, from a 

SharePoint 2010 farm to another SharePoint 2010 farm, from a SharePoint 2013 farm to 
another SharePoint 2013 farm, or between SharePoint 2013 On-Premises and SharePoint 
Online. 

• Support for Compliance Scanner for Lync to scan Lync content. The function also supports 
searches of archived Lync content. 

• Support for database scanning using ADO.NET Data Provider. 
• Added support for the Compliance Guardian App for Real-Time Classification, which is used to 

support scanning SharePoint Online sites in real time. 
• New report configurations send scan result via email to specified users in Compliance Scanner 

for SharePoint and Classification Scanner for SharePoint plan settings. 
• Support full text index and the Search function used to search the desired content archived from 

Lync server. 
• Added Self Checker support in Compliance Guardian. 
• New Move to the Allowed Location action of the action policy, supports moving files to a library 

or folder within the same site by entering the relative path or full path, or to another site in the 
same farm by entering a full path of a library or folder. 

• Support scanning of SharePoint Online sites. 
• Support scanning of Microsoft Office files that are in 2003 or earlier format using iFilter.  
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Known Issues 
• Compliance Guardian cannot be opened from a Safari browser.   

• The Scheduled Classification for Yammer job can only scan 240 notes. 

• Users cannot perform the Encrypt and Encrypt and Quarantine (in-place quarantine) actions to 
files that have a checked out status in SharePoint. 

• When applying a Real-Time Classification Scanner rule on a SharePoint Online site, the Delete 
and Lock actions do not work on the user profiles, notes in Note board and Newsfeed. 

• Scheduled Classification Scanner will not scan files with a checked out status in SharePoint. The 
files must be checked in in order for them to be scanned. 

• Incremental scanning is not supported for Oracle databases. 

• Due to a limitation in the Yammer API which returns only a subset of information for each query, 
a scheduled classification scan may report complete before obtaining all messages. 

• Rules applied to the Real-Time Classification Scanner on a SharePoint Online site cannot be 
triggered if the Compliance Guardian App is activated using a different Client ID.  

• Compliance Guardian cannot be opened when using Windows 8.1 Pro and Internet Explorer 
browser version 11.0.9600.17416. 

• If a full Compliance Scanner plan's status is Finished with Exception, the configured Report 
Retention Rule will not take effect. 

• An incremental scan job cannot scan an item's attachment. 
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Notices and Copyright Information 
Notice 
The materials contained in this publication are owned or provided by AvePoint, Inc. and are the property 
of AvePoint or its licensors, and are protected by copyright, trademark and other intellectual property 
laws. No trademark or copyright notice in this publication may be removed or altered in any way. 

Copyright 
Copyright ©2013-2015 AvePoint, Inc. All rights reserved. All materials contained in this publication are 
protected by United States and international copyright laws and no part of this publication may be 
reproduced, modified, displayed, stored in a retrieval system, or transmitted in any form or by any 
means, electronic, mechanical, photocopying, recording or otherwise, without the prior written consent 
of AvePoint, 3 Second Street, Jersey City, NJ 07311, USA or, in the case of materials in this publication 
owned by third parties, without such third party’s consent. Notwithstanding the foregoing, to the extent 
any AvePoint material in this publication is reproduced or modified in any way (including derivative 
works and transformative works), by you or on your behalf, then such reproduced or modified materials 
shall be automatically assigned to AvePoint without any further act and you agree on behalf of yourself 
and your successors, assigns, heirs, beneficiaries, and executors, to promptly do all things and sign all 
documents to confirm the transfer of such reproduced or modified materials to AvePoint.  

Trademarks 
AvePoint®, DocAve®, the AvePoint logo, and the AvePoint Pyramid logo are registered trademarks of 
AvePoint, Inc. with the United States Patent and Trademark Office. These registered trademarks, along 
with all other trademarks of AvePoint used in this publication are the exclusive property of AvePoint and 
may not be used without prior written consent. 

Microsoft, MS-DOS, Internet Explorer, Office, Office 365, SharePoint, Windows PowerShell, SQL Server, 
Outlook, Windows Server, Active Directory, and Dynamics CRM 2013 are either registered trademarks or 
trademarks of Microsoft Corporation in the United States and/or other countries.  

Adobe Acrobat and Acrobat Reader are trademarks of Adobe Systems, Inc.  

All other trademarks contained in this publication are the property of their respective owners and may 
not be used without such party’s consent.   

Changes 
The material in this publication is for information purposes only and is subject to change without notice. 
While reasonable efforts have been made in the preparation of this publication to ensure its accuracy, 
AvePoint makes no representation or warranty, expressed or implied, as to its completeness, accuracy, 
or suitability, and assumes no liability resulting from errors or omissions in this publication or from the 
use of the information contained herein. AvePoint reserves the right to make changes in the Graphical 
User Interface of the AvePoint software without reservation and without notification to its users. 

AvePoint, Inc. 
Harborside Financial Center, Plaza 10  
3 Second Street, 9th Floor  
Jersey City, New Jersey 07311 
USA 
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